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Right click on the Wireless network icon (circled in red) and click Configure WiFi

It should open a screen like the one below

:”] Intel® PROSet/Wireless WiFi Connection Utility

File Tools Advanced Profiles Help

WiFi networks found. Select one and click
Connect.

—WiFi Networks [33)

I ORU-Console @0~
all. 50
- ORU-Employee

ag
ol 80

_ ORU-Pay2Browse . °
alllLL 80
ORU-Student . ° =

alllll 30
M

To manage profiles of previously connected WiFi networks, click thg
Profiles button.

ml_ Hardwarg

Click on Profiles...

Profiles...

~q
Sdio switch: Help?

This will open a screen like:
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Profiles

Once you connect to a network, it is saved as a profile. When you are not
/" connected, Intel® PROSetMireless WiFi Connection Utility tries to automatically
connect in the order specified in this list.

_J_J_J_J Profile Name | Network Name

Export/lmport
. P
Export the selecied profile: Exort... y

Import externgl profiles ta your profile list:

Help? Close

Click on Add... ,
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WiFi Profile Properties - oruprivate

@ Profile Name: ORU-Employee
&3 General Settings
é Security Settings

General Settings

PEAP User
PEAP Server

N

rofile Name: kUFIU-Emponee

/

WiFi Network Name (S51D): RU-Employee

The Profile Name is your name for

differentiates one WiFi network fgbm another.

Operating Mode:

Internet.

" DevicetoD

daiced

Next >

e network. Exé mple: Home or
Office. The WiFi Network Name [SID] is a unique identifier that

@ MNetwark (Infrastructfre) - Connect to WiFi hetworks and/or the

ce [Ad Hoc) - Connect dire tly to other computers.

Cancel

Click in the “Profile !lame:" and put ORU-Employee
Do the same for “WiFi Network Name (SSID):”

Then click Next >>

Page 3 of 5



WiFi Profile Properties - oruprivate

@ Profile Name: ORU-Employee
&3 General Settings
@ Security Settings

PE&P User " Personal Security

Security Seftings

PEAP Server
Network Authentication:

D ata Encryption:

|'W'F'A2 - Enterprise

¥ Enable 802.1%
Authentication Type: | PEAP |
—Step 1 of 2: PEAP User
Authentication Protocol: | MS-CHAPA/2 L‘
User Credentials: _L% = I
! =
<Us er Name: Icmaldonado
[
Domain: !
Password: Ix’mmmx \>
Confirm Password: —
I /
‘ Roaming |dentity: |int\cmaldonado l )

Click on “Enterprise Security
Set “Network Authentication:” to “WPA2 — Enterprise”
Set “Data Encryption:” to “AES — CCMP”

Put your Network username in “User name:”

Put your Network password in “Password” and “Confirm Password:”

Change “Roaming Identity:” to be int\YOUR_USERNAME

Then click Next >>
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WiFi Profile Properties - oruprivate

&3 General Settings

é Security Settings
PEAP User
PEAP Server

@ Profile Name: ORU-Employee

Security Seftings
" Personal Securty @ Enterprise Securly
Network Authentication: |'w'F'A2 - Enterprise Ll
Data Encryption: |AES - CCMP Ll
¥ Enable 802.1X
Authentication Type:  |PEAP R4l Cisco Options...
T e -

™ Walidate Server Certificate

I} Specify Server or Certificate Name

Server or Certificate Name
i c

& Domain name must end with the specified entry

Server name must match the specified entry exactly

Uncheck “Validate Server Certificate”

Cancel

Click OK

You have added the ORU-Employee secure profile, this should show up in your current profile list. Click

on it to highlight then click connect. You should then be connected to the ORU wireless
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